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Risk categories | ~ 2vyears

I Economic , 1 st

' Environment#
] Geopolitical
I Societal

l Technological

Source
World Economic Forum Global Risks
Perception Survey 2023-2024.
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Misinformation and disinformation
Extreme weather events
Societal polarization

Cyber insecurity
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Extreme weather events

Critical change to Earth systems
Biodiversity loss and ecosystem collapse
Natural resource shortages
Misinformation and disinformation
Adverse outcomes of Al technologies
Involuntary migration

Cyber insecurity

Societal polarization

Pollution




Exirome wealher

Al-generated missnformation
and disnformation

Socialal and/or poRtical pokargation
Cost-of -ving orisis
Cyberatiacks

Economic downtum

Disrupted o
critical goods and resources

cscalation or outbreak of
interstate armad conficts)

Attacks on critcal Infrastruciure

Disrupted supply chans or food

Censoeshin and erosion of fre¢ speech

Dsrupted supply chains 1or energy

Putic dodt dstress

SIS Or labour shortages

AOCIdor i O intentional nucioar avort

Violent ol sinkes and riot

Accioental of intentional releass
of biological agents

nshilutona colapss
within the fnancal Sacior

HousINg bubde burst

Tech bubbia burst
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FIGURE D Global risks landscape: an interconnections map
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Governance, Risk "/ Security Operations
and Compliance

ot

Centre

Risk Dashboard

3rd Party Risk Mgmt.

Regulatory Compliance

Risk Statistics
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Identity and Access \
Management

Packet Capture
& Forensics

\ { Technical Services |

]
===

Endpoint Device
& Patch Mgmt.

Best Practice Security Architecture Framework
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\ Compliance Mgmt. / \

Content
and Collaboration
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Email Isolation

& Cloud

File, Email
=, m;:,

Data Loss Prevention

Standards &
Vulnerability Mgmt.

IT Systems
& Patch Mgmt.

Encrypted Traffic Mgmt. Data Loss Prevention

-

-- Compute, Storage & \\.,
Applications

Cloud Security Posture

DLP for Storage
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Data \

[Data Loss Prevention

Data Classification

User Entity

Behaviour

)

Phishing Readiness

Security Awareness
Training
Capability Education
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MARVEL STUDIOS
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Organization

People

Technology
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Certification

Standards (

Attestation

Breaches

“ Trust

. = Known Monitor

Cloud =\ Ecosystem
services </ (at large)

Supply chain ) | | Stakeholders

©

Technology Process

Risk

‘ | ] Organization

People

"\ Higher
- Mmaturity

Digital Qhange "
trust level in trust

artifacts g 3 | ower

- maturity

Direct and Emergence

issues

Culture Human Factors

Enabling and
Architecture Support

Vulnerabilities




SharePoint
Documentum Filenet

Auto-classify Pl Storage File

e |ldentification Optimization Analysis
Structured Data Pl Application

Data Discovery Masking Retirement
Manage-in-place

Data Masking/ Anonymization/ Tokenization Records Policy & Long term Lifecycle
Security Encryption De-identification Classifications Security Retention Management

GOVERNANCE

Data
Archiving

Access Governance

Monitoring , ' ‘
‘ Share-level

File recovery/ Policy Controls Event |ldentity Appl|ca.t|on
File File Archiving Management Management Security
Governance
STRUCTURED UNSTRUCTURED EE‘CTS EFTF:('SE kllFAEﬁéLEEMENT
DATA LINE 2 D S LINE L LINE




Data Protection ‘ TUBE 2 G acOps

Analytics

Privacy Enhancing

Risk Findings

A Rilsig PI/ Pl 5 Data Unstructured

it nalytics i iscover

Structured Data Test Data Application y Detection y Data
Data Discovery Management Retirement Classification

Data
Archiving

N

Data Trust

T— T — —

Ext_er.r?al OCR_/ Audio/ Me_tadata External Action Cloud Mask Encrypt Tokenize Data_
Activities Video Enrichment . Redact Analytics Protection
* Encrypt Workloads
« Hold Access
Monitoring &
Zero Trust Reporting / —— ' ' ‘
‘ Rights _
Attestation Remediation Defensible Long term Policy & Lifecycle
Data Access Disposition Retention Security Management
Governance
Privacy Preserving
ldentity &
Access
Management STRUCTURED UNSTRUCTURED PROTECTION DATA LIFECYCLE

DATA LINE DATA LINE LINE LINE
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- returning to the origin




BILL WALSH

WITH
STEVE JAMISON AND CRAIG WALSH

Foreword by Joe Montana

‘Il came to the 49ers with an
specific goal: implement
what | call the Standard of
Performance. It was a way
of doing things, a
philosophy that had to do
with values, principles and
ideals... more related to the
work ethic than physical’

My Philosophy of Leadership



Success is peace of mind John R. Wooden, Head Basketball Coach, Emeritus, UCLA

which is a direct result of
self-satisfaction in knowing
you did your best to become
the best that you are capable
of becoming.

COMPETITIVE
GREATNESS

Be at your best when your best
iS needed. Enjoyment of a
difficult challenge.

CONFIDENCE

Respect without fear. May
come from being prepared and
keeping all things in proper
perspective.

Just being yourself. Being at
ease in any situation. Never
fighting yourself.

SKILL

A knowledge of and the ability

to properly and quickly execute
the fundamentals. Be prepared
and cover every little detail.

CONDITION

Mental-Moral-Physical. Rest,
exercise and diet must be
considered. Moderation must
be practiced. Dissipation must
be eliminated.

SELF-CONTROL

Practice self-discipline and
keep emotions under control.
Good judgment and common
sense are essential.

A genuine consideration for
others. An eagerness to
sacrifice personal interests of
glory for the welfare of all.

INTENTNESS

Set a realistic goal. Concentrate
on its achievement by resisting
all temptations and being
determined and persistent.

INITIATIVE

Cultivate the ability to make
decisions and think alone. Do
not be afraid of failure, but
learn from it.

ALERTNESS

Be observing constantly. Stay
open-minded. Be eager to learn
and improve.

COOPERATION § ENTHUSIASM

With all levels of your co- Brushes off upon those with
workers. Listen if you want to whom you come in contact.
be heard. Be interested in You must truly enjoy what you
finding the best way, not in are doing.
having your own way.

LOYALTY

To yourself and to all those
depending upon you. Keep your
self-respect.

INDUSTRIOUSNESS | FRIENDSHIP

There is no substitute for work. ll Comes from mutual esteem,
Worthwhile results come from respect and devotion. Like
hard work and careful planning. l§ marriage it must not be taken
fc:;' granted but requires a joint
effort.
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